
 

 

 

 

 

     

 
 

 

 

 

 

 

 

 

 

 

 

                Antiterrorism Plan Attachment 1 

                      Preparation and Planning 
 

1. AT Training, Intelligence and Threat Briefings: 

  

 a.  Travelers have completed Level I AT 

Awareness training with in the past 12 months. 

 

 b. Travelers have received a threat briefing  

for the destination(s) in the past 3 months that 

Included information on: 

 

                   (1) Historical activity 

       (2)  Recent activity 

       (3)  Known Groups 

 

 c.  Traveler will wear civilian clothing while 

traveling. 

 

 d.  Safety Advisor:  Traveler has been  

provided safety/security advisories with emphasis 

on hotel/street crime, fire safety, medical tips, 

water/food safety, and related topics. 

 

 e.  Security advisory:  Traveler has re-

viewed Information on safety and security. 

 

 f.  Crime advisory:  Traveler will safeguard 

valuables and take advantage of any provided safes. 

traveler will  remain alert and take the same pre- 

cautions he would take in any major urban area. 

petty criminals are most active in predominately 

tourist areas, airports, markets, restaurants, public 

transportation and hotels. 

2. Emergency Action Plan: 

 

 a.  Communications:  Traveler has been 

provided with emergency telephone. 

 

 b.  Evacuation Plan:  No requirement to 

evacuate the country is anticipated; however, 

traveler will have phone numbers and points of 

contact to change airline reservations if re-

quired. 

 

 c.  Upon identification of suspicious ac-

tivity possibly endangering personnel or facili-

ties, traveler will notify hotel security, local po-

lice, MP’s, or MI as appropriate.  If warranted, 

subsequent notification will be made to the The-

ater CDO. 

 

 d.  Safe Havens:  Traveler will proceed 

to nearby US Government facilities or remain in 

hotel unless otherwise instructed. 

 

3. Specific Contingency Plans: 

 

        a.  Terrorist attack on hotel: 

 

       (1) Contact appropriate US Govern-

ment security facility. 

       (2) Then evacuate to nearest US 

Government facility. 

 

 b.  Terrorist attack against the work-

place: 

                     

       (1) Follow instructions of the visited 

workplace. 

 

   

                   (2)  Assess situation, and plan to evac-

uate via commercial airlines.   

 

 c.  Mob Violence or Civil Disturbance: 

 

                    (1) Monitor situation 

        (2) If off duty, cease activities 

                    (3) Remain at hotel until situation is 

resolved. 

        (4) Coordinate with appropriate US 

Government facility and depart via commercial 

air if required. 

 

 D.  New terrorist threat information, 

change in Threat Level or FPCON: 

 

         (1)  Coordinate with appropriate US 

Government security facility. 

                     (2) Assess situation, contact home 

unit. 

          (3) Continue with enhanced security 

or cancel visit and depart via commercial air. 

 

 E.  Natural disaster in AO: 

 

          (1) Assess situation 

                      (2) Coordinate with visited work-

place. 

          (3) Cancel meeting if appropriate. 

                      (4) Contact home unit. And depart 

via commercial air 

                      (5) If disaster is of such magnitude 

that commercial air flights are unavailable, coor-

dinate with appropriate US Government security 

facility to depart via other airports. 

    


